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ABSTRACT

Due to its uniquely suited to the knowledge era, the blockchain technology has currently become highly appealing to the next generation. In addition, such technology has been recently extended to the internet of things (IoT). In essence, the blockchain concept necessitates the use of a decentralized data operation system to store as well as to distribute data and the transactions across the net. Therefore, this study examines the specific concept of the blockchain as a decentralized data management system in the face of probable protection threats. Furthermore, it discusses the present solutions that can be used to counteract those attacks. The blockchain security enhancement solutions are included in this study by summarizing the key points of these solutions. Several blockchain systems and safety devices that register security defenselessness can be developed using such key points. At last, this paper discusses the pending matters and the outlook research paths of blockchain-IoT systems.

1. INTRODUCTION

Because of its decentralized nature, blockchain technology has been very popular and successful in continuously maintaining information records. Such technology is a form of a distributed digital ledger. The most essential aspect of the blockchain technology is that the data is completely protected with the blocks of the blockchain dealings. Further, several reputable organizations are currently striving to ensure the interoperability, the confidentiality, and the safety of the internet of things (IoT) networks [1]. Ferrag et al. [2] conducted a given comparison concerning several privacy as well as security approaches for the applications of the fog-based IoT wherein high privacy-preserving schemes were suggested. Dwivedi et al. [3] suggested a new plan to change the blockchain paradigms in the medical field. Likewise, further privacy and security features are included in the proposed scheme, which supported the developed cryptographic primitives. It employs trivial digital signatures to ensure that the data would not be incorrectly changed. Besides, it also makes use of a tamper-proof seal to protect such information. In literature, the techniques of privacy-preserving for the IoT data in connected cities have been explained. Support vector machine training, in particular, has been used in conjunction with the technology of blockchain for the purpose of managing the digital city data [4]. In reality, the blockchain methods allow data providers to exchange IoT data in such safe and trustworthy ways. This is since each supplier utilizes its private key for encrypting the data case in a particular location. Security is becoming increasingly important, with the ever-increasing movement toward various desirable properties like decentralization, auditability, insistence, and anonymity. In the survey, the
implementation of blockchain technology within an enormous selection of applications is discussed along with the associated challenges [5].

Figure 1 shows the timeline for a variety of researches concerning blockchain network between 2016 and 2021. Dorri et al. [6] discussed the confidentiality and the protection concerns of the internet of things, as well as the defenselessness. A given blockchain-based solution was presented by them as well. Moreover, Li et al. [7] reviewed the problems of blockchain protection and the related obstacles under several sorts of threats and attacks. Another blockchain use cases such as Bitcoin, hyper ledger, and Ethereum were briefly explored too. Reyna et al. [8] investigated blockchain, focusing on the analysis of the features and the related issues as the blockchain and the internet of things are combined by various analysis techniques and identification. Besides, the involved implementations which support blockchain-IoT were mentioned as well. Despite the fact that Reyna et al. have suggested a solution, it is noted that there is insufficient research on the topic of integrity attacks [8]. Salman et al. [9] demonstrated blockchain-based systems for resource provenance, secrecy, creditability, and safety assurance, among other protection services. In addition to this, they highlighted a number of issues and obstacles related to blockchain-based protection services, as well as demonstrated insights into present methodologies and implementations’ security services [9]. Taylor et al. [10] conducted a comprehensive literature review about blockchain cybersecurity; they presented major quantitative and qualitative information. They also highlighted the outlook research paths in blockchain for internet of things protection and computational data security. The confidentiality-preserving properties in blockchain based IoT systems were described by Hassan et al. [11].

Figure 1. Chart of various literature about protection challenges, attacks, and solutions in blockchain technology from 2016 to 2021
The key contributions of the paper can be highlighted as: i) this paper examines the necessary knowledge about the blockchain technology, including its features, participants, and constituents, as well as their own roles, so that the readers become familiar with such technology; ii) this study presents the prevalent security attacks that the blockchain networks are facing and their vulnerabilities, as well as support the outcomes of many current researches. Besides, various applications and opportunities involved in numerous implementations and prospects of blockchain are highlighted discussed too; and iii) this review discusses current solutions for protection for the blockchain network in a variety of environments. Finally, some protection techniques which are able to address the security defenselessness are mentioned in this survey. The latter also identifies few pending matters, research problems, and needs that could help the systems of the blockchain-IoT to develop their capabilities.

The rest of this survey is arranged in the following manner. Blockchain and its associated factors are clarified in the second part. A detailed discussion on blockchain security issues and the challenges is presented in section 3. Further, section 4 overviews the various blockchain solutions to the related obstacles in several fields. Finally, the section 5 concludes with a discussion of unresolved difficulties and possible future research options.

2. BLOCKCHAIN FACTORS AND ISSUES

In this section, the security concerns, and benefits of blockchain elements, such as decentralization, will be discussed, which pose major challenges for data privacy and transparency, as well as confusion in the network. Furthermore, the open-source and anonymous nature of the system allows for flexible configuration, transaction confidentiality, and privacy. Also, will discuss the security concerns of blockchain participants and components, as well as current solutions and proposals.

2.1. Blockchain elements and concerns

2.1.1. Decentralization

In blockchain innovation, decentralization involves scattering capacities all through a framework rather than having all units associated with a focal power, implying the absence of the main control point. In fact, the lack of the central authority within the blockchain is the characteristic that made it safer than others [14]. In the blockchain, each user, who is named as miner as well, is allocated a unique transaction account, which is used to add blocks when the users are approved. The decentralized manner which characterized the info registers used in blockchain presented its progressive quality in that the blockchain networks utilize consensus procedures for the purpose of obtaining the nodes [15]. Based on that, the exchanges are confirmed, and the information would not be erased. Because the decentralized structure of this technology permits peers activities, it additionally presents significant obstacles in the face of private data confidentiality. In view of the same, Zyskind et al. [16] studied decentralized individual data operation within private data secrecy worries.

2.1.2. Consensus model

The term "consensus" indicates a group of people who agree on something. The consensus patterns aid the decentralized technologies to take agreed decisions. This permits all registers to come across a only one authority. In reality, the consensus algorithms are needed by the blockchain in order to ensure that each subsequent block is the solely authentic version. In other words, the algorithms will confirm the agreement of each node that every new block which will be added to the blockchain holds the same content [17]. Consensus paradigms ensure that fork attacks do not occur and may preserve against malignant threats as well. The following are the three major characteristics of the consensus model: i) this model is both secure and harmonious while the whole nodes output the same result; ii) the consensus mechanism ensures aliveness assuming the whole taking part nodes have output an outcome, and iii) this given protocol provides fault tolerance so that regaining from the node fails.

2.1.3. Transparency and confidentiality

The most attractive aspect of the blockchain network is, in fact, the offered privacy degree. Whereas this may cause some ambiguity in terms of transluence. The blockchain nets conduct frequent self-auditing’s of the digital significance ecosystems which range the exchanges; a collection of the latter is known as a block. Corruption is being impossible as well as the transluence are two features that result from this operation. The blockchain network is already regarded as a strong technology since a powerful cipher is used so that to hide the miner's personal information. This technology arranges the interactions in a particular manner which highly enhances accuracy yet removing as well the political and financial threats that are associated with centrally managed operations. Hence, the need for trust is fundamentally decreased. The
platforms that may concurrently manage various implementations from various organizations, empowering effective conversation are created by the blockchain networks [18], [19].

2.2. Blockchain participants and related concern

In computer and blockchain systems, a consensus mechanism is a fault-tolerant technique that is used to obtain the required consensus on a single data value or a single state of the network across distributed processes or multi-agent systems, such as with cryptocurrencies. The miners in the blockchain technologies are enabled to reach consensus; in addition to storing the data which is accessible by all participants. In the following, functions of blockchain network users are discussed [20].

2.2.1. Blockchain miners

In accord with blockchain.info, the number of blockchain miners has raised at an exponential rate from 2011. The number of miners is predicted to arrive to fifty million in 2020, according to these statistics. Based on that, a confidentiality challenge faces the miners within this technology [21].

2.2.2. Blockchain regulators

There is a need for an extensive access into ledger contents so that gaining full control over the business nets. Besides, a detailed analysis concerning the current regulatory area of allocation technologies is carried out by Kakavand et al. [22]. Moreover, Yeoh presented the managing challenges surrounding the blockchain [4]. He outlined the major managing obstacles associated with the new spread blockchain network in both the US as well as Europe.

2.2.3. Blockchain developer

The applications and smart contracts that blockchain users utilize are both created by developers. Developers have a variety of opportunities to earn profit by using cryptography to guarantee the accuracy of the ledgers that enable cryptocurrencies. This developer creates the contracts as well as the applications and that the miners utilized. Nordrum [5] presented a timeframe to the developers of blockchain and he explained that the software materials available to them in order to create safe ledgers of blockchain are restricted.

2.2.4. Certificate authority

It runs the diverse certificates that are required for the aim of managing given permissioned blockchain such as Ethereum and Bitcoin; this is with the help of a trustworthy third party. Further, the restricted collection of legal writers or readers is licensed by the authority. However, it is worth mentioning that the trust is the most important problem in the blockchain technologies. In order to solve trust issues, the blockchains are distributing the ledgers through multiple servers controlled by distinct authorities. However, a given bootstrapping issue associated with finding initial ledgers is remained [23].

3. PROPOSED MODEL-IMPROVING BLOCKCHAIN SECURITY FOR IoT: CHALLENGES

3.1. Blockchain security challenges

3.1.1. Network protection

A given assault takes place at the time an adversary is taking control of parts of a network's communication and splitting it reasonably so that to expand the synchronization retard [25]. The refusal of service assault, for instance, can be utilized for enhancing both boost spending and mining. The attacker in these attacks picks out and covers data of some or many users, which may be possible by the retardation of the block’s submission to the given node.

3.1.2. Privacy

Both secrecy and privacy remain major interests for the blockchain exchanges because every node may get the information from the other one. In addition, all the exchanges would be viewed by any person who is seeing the blockchain. Many researches in literature have proposed several solutions to succeed in facing this issue [26]. However, such solutions are only suited to specific implementations, yet they are not able to overcome all of these challenges. Because of the huge amount of knowledge transitions, such hacker
assaults like man-in-the-middle attacks (MITM) as well as a denial-of-service (DoS)/a distributed denial-of-service (DoS/DDoS) can attack the conversations including significant information within the net. Improving the IoT systems presents several distinctive confidentiality issues, including information secrecy as well as pursuit worries for both telephones and vehicles. Recognizing the voice has been incorporated permitting the devices of focusing on conversations while actively transmitting the information into the cloud storage [27].

3.1.3. Expensive redundancy
Although permitting every node in the network to have a copy of every exchange can eliminate the arbitration, it is worth mentioning that such duplication in transactions is monetarily as well as legitimately unreasonable [28]. In view of the same, banks do not appear to be eager to carry out all the transactions within each bank or rather to finish the exchanges of another ones. That recurrence just raises the expenses, yet it does not provide any practical advantages.

3.1.4. Criminal activity
Miners are capable of purchasing and selling a wide range of items thanks to the Bitcoin-enabled third-party exchanging sites. Because such operations are unknown, tracing the miner activity and imposing legal penalties is hard and challenging. Further, concealing, black business sectors, and also ransomware are common instances of criminal activities employing bitcoin. A few underground stores which run online exchange like Tor covered service are utilizing bitcoin which lets the accessibility of the blockchain becomes unsure because of the criminal acts [2].

3.1.5. Vulnerabilities in smart contracts
At the time a given platform is carried out in the blockchain, such smart network will have protection defenselessness due to a program's fault. It has been determined that the amount of about 8,833 from 19,366 of smart contracts of Ethereum are susceptible to bugs which includes exchange requesting dependence, maltreated exemptions and reentrancy defenselessness as well. Atzei et al. [29] suggested a scientific categorization of defenselessness as well as classified the various sorts of vulnerabilities into three stages which are the blockchain, rigidity, and Ethereum virtual machine. Moreover, the defenselessness gives rise to network problems within codifying, protection, confidentiality as well as the performance of the program involving the scalability of the blockchain.

3.2. Other challenges
3.2.1. Ambiguous terminology
Because of the restricted skill pool accessible for blockchain, both real and comprehend requirements of administrative organizations for industry specialists so that to explain this technology as well as other associated worries have expanded [3]. Those specific requirements and all of the likely results of fake threat analysis, as well as its leaning to under regulate, highly raise the chance of capture via the organizers. Actually, both names distributed ledger technology (DLT) and blockchain are much more perplexing. Thus, there is an absence of technical comprehension among authorities, users, and business companies.

3.2.2. Risk of adoption
Even though there are predicted economic advantages, the adoption and application expenses of DLT/blockchain of current activities can speedily become fundamental. This can be often mostly valid for the present users with IT platforms or the written procedures so that to fit the existing criteria, that may needs expensive redesigns [30]. The operational expenses related to the adopting DLT/blockchain are still ambiguous. In a short period of time, particular back-office procedures cannot be simply extracted or substituted with the DLT/blockchain solution. Therefore, the industry users have to keep in mind these three quick activities are: i) assessing the business effect and making long-term plans, ii) distinguishing and catching interior open doors, and iii) carrying out post-exchange as well as manual processes.

3.2.3. Economic impact
It is not always clear whether the blockchain is outperforming centralization in connection with execution, scalability, rate of transfer, protection, or confidentiality. In addition, DTL also has to overcome obstacles such as excessive exchange expenses, economic scaling, as well as prolonged check periods. Further, until a signal of concept is tested, there is doubt regarding the use cases that are applicable and practical [31]. If the DTL/blockchain is not greatly used, considering the wide economic influences on the medium in long term would likely be difficult. Thus, there are three specific areas which need additional examination are: i) expenses and motives of the organization, ii) the environment of marketplace (in which manner cryptocurrencies are littered with competition and request), and iii) operations of decision-making.
4. PROPOSED MODEL-IMPROVING BLOCKCHAIN SECURITY FOR IoT: SOLUTIONS

4.1. Security vulnerability and tools

Smart contract of the blockchain provide secrecy and protection. Their flaws, however, have to be fully comprehended. This section discusses some protection equipment’s so that to supply the frame of data required for constructing safe blockchain platform. Since decentralization is one of blockchain characteristics, it has a long history of stability, which has attracted companies to implement it in their business operations, notably in Internet of Things. Moreover, the main protection challenge with IoT is to determine and take control of the users who are connecting on large platforms with no violation of confidentiality laws [32].

In terms of design, the blockchain network is regarded as secure. In actual situations, however, built-in implementations may be susceptible as well. The contracts, for example, are impacted monetarily by a variety of unpleasant situations as well as threats. A given reentrant issue with split decentralized autonomous organization (DAO) led to losing of almost forty million dollars during June 2016. Besides, in 2017, attackers took about thirty-two million dollars. Those excessive professional cases are able to make the platform gravely susceptible for the attackers so that exploiting the safety bugs of given networks.

4.2. Blockchain for privacy and security

Privacy and confidentiality are still pressing issues with blockchain transactions because each node may access data from another node, and anyone viewing the blockchain can see all transactions. The present solutions for blockchain in literature for confidentiality as well as safety are summarized in Table 1. These solutions for blockchain are studies by researchers based on the Basic theory, attributes, and other characteristics of privacy and security. They review the restrictions on these solutions with suggested scheme for these issues.

4.3. Blockchain-IoT privacy preserving approach

The privacy preservation of the blockchain includes the anonymity of users and the confidentiality of the content. The solutions for the current blockchain in literature of confidentiality-preserving are summarized in Table 2. The table also presents the solutions privacy preservation in blockchain in studies based on basic theory, attributes, and other features and limitations of privacy and security.

<table>
<thead>
<tr>
<th>Source</th>
<th>Suggested scheme</th>
<th>Basic theory</th>
<th>Attributes</th>
<th>Other characteristics</th>
<th>Restrictions</th>
</tr>
</thead>
<tbody>
<tr>
<td>Gai et al. [33]</td>
<td>Summarized the obstacles associated with safety and confidentiality of the blockchain</td>
<td>Case studies for validation and recommendation</td>
<td>Privacy, security, efficiency, effectiveness</td>
<td>Optimum tractability</td>
<td>Absence of blockchain instruments distributes as well as permits</td>
</tr>
<tr>
<td>Kshetri [34]</td>
<td>Comparison between blockchain and cloud for secrecy and protection</td>
<td>Determine the advantages and disadvantages of cloud versus blockchain</td>
<td>Integrity, efficiency, confidentiality, safety</td>
<td>Smaller storage needed for the blockchain than the cloud</td>
<td></td>
</tr>
<tr>
<td>Singh et al. [35]</td>
<td>Secure as well as efficiency smart home architecture based on the blockchain and cloud computing</td>
<td>Processing exchange and the analysis of protection in smart contracts</td>
<td>Privacy, security, secrecy, solidity, scalability</td>
<td>Irregularity packet detection, rise rate of transfer, minimal latency</td>
<td>Managing restricted safety threats and long periods of performance</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Source</th>
<th>Proposed scheme</th>
<th>Basic theory</th>
<th>Attributes</th>
<th>Other features</th>
<th>Limitations</th>
</tr>
</thead>
<tbody>
<tr>
<td>Lin et al. [36]</td>
<td>Blockchain-based site secrecy-preserving crowd-comprehending system</td>
<td>Preserve the employee’s place as well as rise the success average of the allocated work implementing of hierarchical privacy preserving model; on the blockchain as well as valuing it on 3 medical genomic datasets</td>
<td>Preserve re-identification location privacy Improve predictive decision support system</td>
<td>Efficiency, security</td>
<td>Transmitted information can be malignant factor, quality assessment issue</td>
</tr>
<tr>
<td>Kuo et al. [37]</td>
<td>Confidentiality-preserving paradigm position in the blockchain on a network of contracts</td>
<td>Differential privacy, neighboring energy trading privacy preserving</td>
<td>Efficiency, user’s privacy</td>
<td>Learning iteration, redox, excitation time</td>
<td>Topology, evaluating huge amount of information forward confidentiality denounces</td>
</tr>
<tr>
<td>Gai et al. [38]</td>
<td>Energy exchanging with miner’s secrecy utilizing the blockchain in smart net</td>
<td>Location-based K-anonymity</td>
<td>Efficiency, user’s security</td>
<td>Good response duration as well as scalability execution raised</td>
<td>More stability with regard to the snapshot theory</td>
</tr>
<tr>
<td>Kouicem et al. [39]</td>
<td>Position confidentiality approach relied on blockchain</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

---
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4.4. Some examples related to attack solutions

4.4.1. Liveness attack

Li et al. [40] suggested the consensus record of conflux which effectively encrypts two distinct block generation methodologies for the purpose of fighting the dynamic attack. The first strategy is based on an optimal solution which permits speedy affirmation. Furthermore, the second strategy employs a moderate solution which ensures the consensus’ s advance. Conflux may be a decentralized and an expandable framework with rise throughput as well as quick affirmation inside the blockchain network [15]. It joins the two methodologies into an incorporated consensus protocol with the help of an adaptive weight technique.

4.4.2. DAO attack

Decentralized autonomous organizations (DAOs) have been used as venture capital funds for crypto and distributed. The DAO was hacked due to vulnerabilities in its code base. The DAO insider attack on the RPL internet of things net was demonstrated by Ghaleb et al. [41] in order to relieve the given attack, the authors have proposed a novel strategy based on trials conducted with the Contiki instrument, which is a less-strength created device for the insufficient resource tools.

4.4.3. BGP hijacking attack

The BGPCoin program which was suggested by Xing et al. [42] could be a reliable blockchain-based resource solution. The platform improves the smart grid for the aim of implementing as well as supervising resource tasks on mood renitent Ethereum blockchain. On the blockchain of Ethereum as well as smart network programming, the BGPCoin program offers a reliable solution of border gateway protocol (BGP) protection.

4.4.4. Sybil attack

A Sybil attack is a type of online security threat in which a single person attempts to take control of a network by generating many accounts, nodes, or computers. Swathi et al. [43] suggested a strategy to restrict Sybil attacks in the blockchain platforms. This is through observing the attitude of other nodes as well as identifying the nodes which can be advancing the blocks of a specific miner [43].

4.5. Some countermeasures

This passage presents the current blockchain-based networks countermeasures and finding out algorithms which would be used so that to confirm confidentiality and protection. In order to provide extensive outline, this report examined some of the present studies as well as references from systematic databases in the net. The following passage present a resume of the latest solutions that are used in blockchain settings. Such solutions address the safety threats and supply strong privacy.

4.5.1. Quantitative framework

a. Application: the quantitative method can be divided into two parts. The simulator of the blockchain is the first section, while the protection paradigm schema is the second. The stimulator behaves like the activities of the blockchain networks. As a result, the input parameters are both the grid and the consensus record [44].

b. Impact: for the purpose of testing the attacks, the quantitative regulation generates a high fundamental procedure. As a result, the system aids in the building the blockchain network's security.

4.5.2. Lightning network

a. Application: the exchange receipts that are dual signed are produced by the lightning grid. The exchange is alleged to be adequate after the engaged sides have signed the transaction just for acknowledging the novel check [45].

b. Impact: such lightning net aids two persons to manage the exchanges between them with no obstruction from an outsider user. The pair signing guarantees the exchange safety for both concerned sides.

4.5.3. Integration of blockchain with artificial intelligence

a. Application: artificial intelligence (AI) is the process of creating a machine which is capable of doing works that requires intellect.

b. Impact: the protection staff may use machine learning in order to discover unusual acts with the grid and discomfit the assaults on the platform [45].
4.5.4. Town crier
a. Application: the crier performs by way of regaining information from customers as well as gathering data from hypertext transfer protocol (HTTP) websites [45]. An accurately remarkable message of the blockchain reached the customer network though the crier.
b. Impact: while demanding information from given customers, the announcer serves safety. A neighborhood interviewer or town crier provides intense protection that can be a solid example for the smart network of blockchain.

4.5.5. Segwit
a. Application: a Segwit can be defined as a quality of the side chain which works alongside with the foremost blockchain grid [46]. Besides, the information Signature are shifted to the prolonged side chain from the initial blockchain network.
b. Impact: utilizing the side chain leads to freeing further space of the blockchain as well as allowing for extra transactions to be performed. Moreover, by the order of the Merkel tree, the signature data is put in an equivalent part of the blockchain. Based on such position, the total size of the block ending has raised with no obstruction with size of the block. Further, the diversity of data enhances the network protection.

4.5.6. Tendermint
Blocking is a notion introduced by Tendermint; where protection is given through a modulated conciliation protocol with supported share guarantee. Within the Tendermint consensus procedure, every block ought to be signed by the certifiers in a cryptographic manner. The latter are users who ensure their concerns to the system safety through shutting their own funding depending on the help of a bonding exchange [47].

5. OPEN ISSUES FOR FUTURE STUDIES
The adoption of blockchain in various academic and commercial domains now offers numerous research opportunities. However, like with any new technology, there are issues and challenges. In this passage, some pending matters as well as the obstacles of future studies are reported to complete the survey.

5.1. Vulnerability
The blockchain networks are vulnerable regardless of providing a strong process to IoT protection. The consensus technique that is founded on the mix strength of the user has vanished, for that reason permitting the attackers to huddle the blockchain. In a similar way, attackers can be able to compromise accounts of the blockchain using specific keys with restricted fortuitousness. The miners must realize powerful techniques to guarantee the secrecy of transaction and obviate aggressive assaults, which ends up in double spending.

5.2. Flexibility against combined assault
Numerous protection arrangements and implementations have been presented as well as suggested for IoT of blockchain. Besides, every one of them has been intended to deal with specific safety problems and risks. The major investigation includes fostering a system which can be flexible contra several combined assaults while taking into account the execution feasibility of such suggested arrangements.

5.3. Policies for zero-day assaults
A zero-day assault can be defined as a software unit mechanism which happens while there is an absence of the countermeasure’s contra such defenselessness. It is hard to expect the probability of these assaults, and each apparatus is able to be compromised by the same. In the development period, the majority of the associated dubious acts are identified. Some of the latter, however, are identified when examining the processes. The liabilities must be declaimed by a protection spot when defenselessness is being exploited. Furthermore, the varied Markov model can be described by utilizing an assault diagram which combines time-subordinate covariant so that to expect zero-day assaults.

5.4. Blockchain particular infrastructure
Saving information on the database of blockchain means storing them on the grid’s IoT nodes which cannot be omitted. This implies that data is forced upon the user’ nodes, which forces great expenses on the decentralized grid. In particular, one ought to comprehend that storage restricted IoT equipment’s might not save huge blockchains which develop like blocks are included. Likewise, IoT apparatuses store information on such blockchains which are not beneficial for their exchanges. Subsequently, determining the tools which
upholds the divided storage of enormous scope blockchain-particular blockchains turns out to be without a doubt a troublesome issue. Moreover, addressing administration as well as fundamental protocols have substantial functions inside the base of blockchain. Mainly, the accuracy among the instruments with plentiful resources of computing should be instituted inside the blockchain. Moreover, the implementation programming mediator must be a kind miner.

5.5. Security requirements

The blockchain can monitor the data collected by the sensors for IoT safety, preventing it from being duplicated by incorrect data. By taking into account blockchain-IoT, considering particular situations that intend to ease the protection parameters, assault countermeasures, trust, and confidentiality is absolutely so essential. The IoT of blockchain should fulfill specific security needs, which are outlined in the following:

5.5.1. Secure key exchange

This is regarded like a crucial function in order to protect during the whole of communications in a given cryptographic process. It is a network pier for assault prohibition. It must be ensured that a key have to be safely shared across the networks.

5.5.2. Resource-exhausted assault resilient

Resource exhaustion assaults are protection exploitation of the intended framework or grid which must be avoided. The assault can be taken advantage of through extreme key process, or whilst multiple exchanges take place inside the network. Such attacks have the potential to shut down the entire network.

5.5.3. Resource utilization

Using power as well as memory can extend the operation's period. In a blockchain exchange framework, the new grid design may effectively use the resources for each role. Other facilities such as fog/osmotic computing, aspect-crowd modeling, as well as other distributed concepts enhance protection and resource utilization.

5.5.4. Performance trade-off

Excepting the need of cryptographic for expanding safety and competence, the user must not neglect or compromise the framework's execution and manage the application throughout simultaneous process. Ideally, it is desirable to make all the features of the collected data private, but due to the system performance goals (efficiency and accuracy), resource limitations or the potential negative impact on data utility. It is not always possible as doing so may affect the performance of the whole system.

5.5.5. Insider threat management

It restrains risk, conflict, revealing, and supervising of the workers. Besides, there is a need for non-compromising patterns to identify and restrain false alerts in the blockchain sides. Insider threats are one of today's most challenging cybersecurity issues that is not well addressed by commonly employed security solutions.

5.6. Pending questions

a. How many blockchains are needed to safeguard the internet of things milieu?
b. What are the vulnerabilities of smart network, and how do smart grids react to the altered conditions of IoT milieu?
c. In which situations may blockchain be utilized in IoT grids?
d. In the coming age of quantum computing, how secure will blockchain framework be?
e. How would the problem of latency in the creation of block within blockchain and cryptographic operations be treated with no compromising secrecy?

6. CONCLUSION

The blockchain technology causes a revolution on the IoT sector. Such technology has the potential to bring firms, ministries, as well as even countries together. Because of its decentralized structure, it is well-known and highly regarded. Many blockchain assaults, associated protection problems, and actual instances were reported in this review. Furthermore, the latter demonstrated many security problems, obstacles, weaknesses, and assaults which block the expanded blockchain adoption from multiple sides. It additionally clarified different blockchain implementations and advantages and mentioned several associated Chances. To conclude, it outlined the present solutions for various milieus and pending research problems.
REFERENCES


Mohammed Al-Shabi received his bachelor’s degree (B.Sc. Computer Science) from Technology University at Iraq (1997), Postgraduate Master (M.Sc. Computer Science from Putra Malaysia University at 2002), and Ph.D. (Computer Science) from Putra Malaysia University, Malaysia (2006). He is currently an associate professor in the Department of Management Information System, College of Business Administration at Taibah University, Kingdom of Saudi Arabia. Prior to joining Taibah University, he worked in the faculty of a computer at Qassim University, Saudi Arabia. His research interests include wireless security, cryptography, UML, stenography multistage interconnection network, vehicular ad-hoc network-cloud, smart and intelligent computing and apply mathematically. He can be contacted at email: mshaby@taibahu.edu.sa.

Abdulrahman Al-Qarafi received his bachelor’s degree (B.Sc. Information System) from Taibah University (2011), Postgraduate Master from University of Manchester in the UK (2015), and Ph.D. (Computer Science) from University of Stirling in the UK. Currently, he is an assistant professor in the College of Computer Science and Engineering (Information System Department) at Taibah university. His research interests include artificial intelligence, machine learning algorithms, and the use of big data in blockchain technologies. He can be contacted at email: asalqarafi@taibahu.edu.sa.